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I. Rationale 
The purposes of this policy are to ensure that the Baylor College of Medicine (BCM or College) 1) 
properly secures Education Records pertaining to current and former students (commonly known as 
student records), 2) adequately trains BCM faculty and staff on appropriate handling and disclosure of 
Academic Records, as required by the Family Educational Rights and Privacy Act (FERPA); and 3) 
complies with other applicable laws, regulations, and standards (see Section X, below).  
 

II. Stakeholders Affected by this Policy 
Compliance with this Policy is mandatory for all BCM Employees on the BCM main campus, off-campus 
instructional sites, or branch campuses that generate or handle the following categories of student 
Education Records: Academic, Non-Academic, and Student Health Records. Handling of Admissions 
Records is governed by the Admissions Records Policy (23.1.01). 
 

III. Definitions 
(a) AACRAO – The American Association of Collegiate Registrars and Admissions Officers 

(AACRAO) is a professional organization that provides professional development, guidelines, and 
voluntary standards to be used by higher education officials regarding the best practices in 
records management, admissions, enrollment management, administrative information 
technology, and student services.  

(b) BCM Employees – includes all faculty (regardless of the site of the program or method of 
instruction), staff (e.g., course directors, clerkship directors, or attending physicians), residents, 
clinical fellows, and contractors who receive employment compensation from BCM.  

(c) Confidential Information – includes, but is not limited to, proprietary research, clinical, 
academic, administrative, and affiliate institution information; financial information; intellectual 
property; student and employee PII; non-clinical PII (e.g., human subject research); and PHI.   

(d) Custodian – the senior departmental administrator (or designee) in each College department, 
office, center, and organizational unit that is responsible for storing, retaining, and destroying 
Records, as described in the College’s Record Retention Policy (08.4.05).   

(e) Directory Information – as defined by FERPA, refers to “information contained in the education 
records of a student that would not generally be considered harmful or an invasion of privacy if 
disclosed.” For the purposes of this policy, Directory Information includes name; local address; 
telephone number; pager number; date of birth; major field(s) of study; photographs and other 
information relative to participation in officially recognized activities; enrollment status (e.g., full-
time or part-time); dates of attendance; degrees, awards, and honors received (including dates); 
most recent educational institution attended; group or individual photos, with or without 

https://intranet.bcm.edu/index.cfm?fuseaction=Policies.Display_Policy&Policy_Number=23.1.06
https://intranet.bcm.edu/policies/index.cfm?fuseaction=Policies.Display_Policy&Policy_Number=23.1.01
https://intranet.bcm.edu/index.cfm?fuseaction=Policies.Display_Policy&Policy_Number=08.4.05
http://www.ed.gov/policy/gen/guid/fpco/ferpa/index.html
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identification; any other information specifically designated as Directory Information in the Annual 
FERPA Notice.  

(f) Education Record – as broadly defined by the FERPA, 20 U.S.C. § 1232g, a College record in 
any format (e.g., paper, electronic) that either identifies a student by name, or contains PII or 
other descriptive information that would allow a person to deduce the student’s identity (either 
alone or in combination with other publicly available information). Education records may include 
documents; microfilm; microfiche; video or audio files, tapes, or CDs; film; or photographs. For 
the purposes of this policy, Education Records fall into one of four categories: Academic, 
Admissions, Non-Academic, and Student Health. 

1. Academic Records contain student PII related to fulfillment of curriculum and other 
academic requirements. Academic Records may be stored or maintained in any BCM 
school, academic program, or College business office (e.g., Registrar) as necessary to 
carry out the academic affairs of the school, program, or the institution.  Examples of 
Academic Records include, but are not limited to (if applicable), original application form; 
undergraduate college record; the letter of acceptance; course enrollment; papers; 
exams; test scores; grades; written evaluations; transcripts; Directory Information; and 
documentation indicating academic actions (e.g., promotion, probation).  

2. Admissions Records are defined in the Admissions Records Policy (23.1.01). 
3. Non-Academic Records contain non-academic student PII, such as may be required to 

enroll or maintain enrollment in a school or program (but is unrelated to academic 
performance); effectuate an institutional response on behalf of the school/program; or 
conduct College operations in support of the school or program. Non-Academic Records 
are maintained by the student’s school or program Custodian, or by a party or 
organization authorized to act on behalf of the school (e.g., Title IX Coordinator, Student 
Account Services), as necessary to carry out the business affairs of the school, program, 
or the institution. Examples of Non-Academic Records include but are not limited to 
background check results; demographic information; database systems; financial aid 
records; financial account records; Student Health Records; disciplinary records, such as 
may arise from an alleged violation of College policy and subsequent investigation or 
adjudication. 

4. Student Health Records are Non-Academic Records that contain PII about a student’s 
past, present, or current health status (e.g., physical, psychological). Student Health 
Records include disability accommodation records; health immunization records; drug 
test results; copies of original student medical records, either submitted by the student or 
a third party medical provider with the student’s consent; copies of fitness for duty 
evaluations; and summary reports generated by the Wellness Intervention Team. Student 
Health Records do not include physician’s letters or other documentation used to justify a 
short-term accommodation that may be provided by a School Dean or designee pursuant 
to the Professional and Respectful Learning Environment Policy (23.2.01).   

Education Records do NOT include: 
• Oral statements and personal observations;  
• Notes and other records of instructional, supervisory, and administrative personnel that 

are kept in the sole possession of the maker and are not accessible or revealed to any 
other person except a temporary substitute for the maker of the records; 

• Records made or maintained by a physician, psychiatrist, psychologist, or other 
recognized professional in connection with the provision of treatment to the student, and 
which are not available to anyone other than persons providing such treatment, such as 
treatment records (see 20 U.S.C. §1232g (a)(4)(B)(iv)) generated by Student and House 
Staff Mental Health Services; 

• Medical records (i.e., PHI), excluding Student Health Records, which are governed by 
state laws and/or federal laws and regulations such as the Health Insurance Portability 
and Accountability Act (HIPAA);  

• Campus police records; and 
• Statistical data compilations that do not contain PII about any specific student. 

http://www.ed.gov/policy/gen/guid/fpco/ferpa/index.html
https://intranet.bcm.edu/index.cfm?fuseaction=Policies.Display_Policy&Policy_Number=23.1.01
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(g) Personally Identifiable Information (PII) means any information that can be potentially used to 
identify, contact, or locate an individual.  

(h) Protected Health Information is defined in the HIPAA Glossary of Terms. 
 

IV. Policy  
A. Academic Records. BCM works to ensure the integrity, security, confidentiality, and retention of 

Academic Records, which are critical to preserving both the integrity of the Records and the 
institution’s commitment to integrity and excellence. BCM oversees the release and use of all 
Academic Records and other institutional data containing PII as described in this policy. 

1. Storage. Academic Records are maintained by the student’s school or program 
Custodian for the time period specified in the Record Retention Schedule (see 08.4.05, 
Section VI.A). The Registrar is the Custodian of permanent Academic Records only, and 
Academic Records marked for permanent retention are maintained in the Office of the 
Registrar, as reflected in the Record Retention Schedule.  

a. The Office of the Registrar manages the physical storage and security of 
Academic Records.  At BCM, records are stored on-site (hard and soft copies) as 
well as off-site at secure locations with restricted access.  

b. Each school and individual program maintains a subset of student records which 
may include copies of official records as well as forms and/or documents that 
pertain specifically to each school. These documents are stored in locked areas 
with restricted access and also protected in compliance with FERPA.   

2. Release & Use. Custodians of Academic Records will generally seek the student’s 
consent before releasing their Records (whether requested by a BCM employee or a 
third-party outside of BCM) unless an exception to FERPA’s general consent requirement 
applies to permit the release of information without the student’s consent. FERPA 
provides numerous exceptions to the general consent requirement. See Section IV.C 
(below) for a list of exceptions.   

3. Integrity. BCM ensures the accuracy of Academic Records and prevents unauthorized 
access or modification by maintaining appropriate oversight and security measures. 
Special security measures, which are technical, physical, and administrative in nature, 
emphasize the value of this Confidential Information to the College, protect the integrity of 
Academic Records, and oversee the release of records in accord with applicable state 
and federal laws as well as and commonly accepted standards and practices among 
institutions of higher learning. 

4. Confidentiality. BCM and the Office of the Registrar make every effort to ensure that all 
information remains confidential in accordance with FERPA.  Only school officials with a 
“legitimate educational interest,” as defined by FERPA, will be permitted to access 
Academic Records in the custody of the Registrar’s Office.    

5. Security and Data Protection. BCM employees must comply with security measures 
established in accordance with College policies, state and federal standards, and 
commonly accepted practices among institutions of higher learning, including:   

a. Administrative security. All BCM Employees responsible for generating or 
handling Academic Records must complete mandatory FERPA training, which is 
assigned by the Office of the Registrar (based on employee duties). BCM 
Employees are not permitted to access Education Records (in any format or 
location) until the training has been completed. BCM employees handling 
financial information are also subject to requirements described in Section V.B 
(below).  

b. Technical security: All electronic student information systems used within the 
Office of the Registrar, offices of School Deans, and other school officials require 
proper login credentials to access the information. All BCM information systems 
and assets (e.g., BCM hardware, BCM-licensed software) are also protected by 
two-factor authentication and data encryption (see 12.2.22).  

https://intouch.bcm.edu/documents/preview/4392/HIPAA-Glossary-of-Terms
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c. Physical security: All permanent paper Academic Records are stored in the 
Office of the Registrar with limited access (see Section IV.A.1.a, above). These 
Records are secured in locked rooms on the BCM campus, and the Office of the 
Registrar retains the key. Furthermore, BCM is a closed campus and College 
policy requires visitors to check in with security (see 13.5.01), and employee 
access to secure areas requires a BCM Identification Badge. Paper Academic 
Records stored by other school officials may be secured in a locked cabinet, 
room/office, or through offsite storage (e.g., BCM approved storage facility) or 
other mechanism that prevents access by unauthorized persons.   

d. Data Protection: The Office of Information Technology provides incremental back 
up of the data from the electronic student information system and imaging 
system.  

6. Retention. The Office of the Registrar relies on retention guidelines established by 
AACRAO to select Academic Records for permanent retention. Academic Records 
designated for permanent retention are reflected in the Record Retention Schedule (see 
08.4.05, Section VI.A). 

7. Student Notice.  
a. Student Rights. Students are informed of their rights in the respective handbook 

for each program, in addition to the Annual FERPA Notice sent (via email) by the 
Office of the Registrar.  

b. Directory Information. As part of the Annual FERPA Notice, students are 
informed of their ability to request non-disclosure of Directory Information. This 
email notice is sent to students along with the non-disclosure of Directory 
Information form as an attachment. The Notice and/or form will indicate the time 
period for providing written notice to the school/program that the student does not 
want the types of information defined by this policy as Directory Information to be 
designated as such.   

8. Student Access. Students may examine their Academic Records by making a written 
request (see Section VIII, below). Students must adhere to the conditions for review 
stated in Section VI.B (below), and violation of these conditions may constitute a lapse in 
professionalism subject to disciplinary action.  

9. Student Request to Modify Academic Records.  
a. Students may challenge the accuracy of information contained in their Academic 

Records (e.g., grade) by filing a formal appeal through the BCM Integrity Hotline, 
as described in the Student Appeals & Grievances Policy (23.1.08). To expedite 
resolution, students are strongly encouraged to seek grade verification prior to 
appealing a grade, bearing in mind the deadline for filing appeals of academic 
actions (see 23.1.08 for specific deadlines). 

b. Students who believe their Academic Records have been released in violation of 
this policy, or that information contained in an Academic Record violates their 
personal privacy (e.g., an Academic Record contains health information), may 
pursue resolution by filing a formal or informal grievance (see 23.1.08). 
 

B. Non-Academic Records.  
1. Storage & Retention. Depending on the content, Non-Academic Records are 

appropriately maintained by a school or program Custodian (who may be the party 
responsible for generating or processing such Records), or by any employee with 
professional responsibility for implementation, oversight, and/or participation in any of the 
business affairs of the school or program or on behalf of the institution in its entirety (e.g., 
Title IX Coordinator, Student Account Services, Student Financial Aid). The Custodian 
will retain Non-Academic Records for the time period specified in the Record Retention 
Schedule (see 08.4.05, Section VI.A), and adhere to procedures for retention and 
destruction described in the Record Retention Policy as appropriate.  

a. Student Health Records are typically maintained in the Office of Student Services 
or the Occupational Health Program (OHP).   

https://intranet.bcm.edu/policies/index.cfm?fuseaction=Policies.Display_Policy&Policy_Number=23.1.08
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b. In order to preserve student privacy to the extent possible, Student Health 
Records are received, reviewed, and maintained by a party (or entity) with 
specialized knowledge that is authorized to act on behalf of the school, program, 
and the institution, such as the Office of Student and Trainee Disability Services, 
or Wellness Intervention Team (WIT) in the Office of Student and Trainee 
Services.  

1) Examples of Student Health Records maintained by the Office of Student 
Services include, but are not limited to, copies of original student medical 
records submitted by the student, or by medical provider at the student’s 
direction; copies of fitness for duty evaluations; accommodation requests 
and associated documentation; summary reports produced by the 
Wellness Intervention Team.  

2) Examples of Student Health Records maintained by OHP include, but 
are not limited to, immunization records and drug test results. 

2. Release & Use. BCM oversees the release and use of all Non-Academic Records, and 
adheres to the same standards described above with respect to release and use. 
However, depending on the record content, the release, use, and/or modification of Non-
Academic Records may also be governed by other applicable laws, regulations, 
accreditation standards, and College policies in addition to FERPA. For these reasons, 
school deans (and other academic faculty and staff) do not have access to Student 
Health Records, and the student’s consent is required for release of these records 
outside of the Office of Student Services and OHP. In the event that academic faculty or 
staff require verification of information contained in such Records, personnel who are 
authorized to view and process Student Health Records will perform a review and confirm 
or deny whether such criteria has been met, without disclosing information that would 
violate the student’s privacy unless there is a need to know (e.g., verification of 
immunizations required to enter into an educational or clinical setting). 

3. Integrity, Security, & Confidentiality. BCM works to ensure the integrity, security, and 
confidentiality of Non-Academic Records, which are also critical to preserving the 
institution’s commitment to integrity and excellence, and requires BCM employees to 
adhere to the same standards for integrity and confidentiality described above, and as 
directed by College policies, satisfy similarly high standards for physical, technical, and 
administrative security that may vary according to the Record’s content.  

4. Student Access. 
a. Students may examine their Non-Academic Records by making a written request 

to the Custodian of the Record (as reflected in the Record Retention Schedule), 
unless the content of the Record is also governed by a state or federal law other 
than FERPA or otherwise prohibited by College policy. If the student does not 
know who the Custodian is (or the Record Retention Schedule does not 
designate a specific person or position as Custodian), the student should contact 
the office or department most closely associated with the type of Record sought.  

b. Students must adhere to the conditions for review of Non-Academic Records 
stated in Section VI.C (below), and violation of these conditions is a lapse in 
professionalism that may result in corrective or disciplinary action.  

5. Student Request to Modify Non-Academic Records. Students may challenge the 
accuracy of information contained in Non-Academic Records (e.g., alleged policy 
violation) by filing a formal grievance through the BCM Integrity Hotline, as described in 
the Student Appeals & Grievances Policy (23.1.08).  

 
C. Exceptions to Consent Requirement. The list below provides a non-exhaustive summary of 

exceptions permitting release of student Education Records without the student’s consent. For 
more information on FERPA requirements and exceptions, please consult Frequently Asked 
Questions: Student Education Records (see Section VIII, below). Release of information in 
violation of this policy is a lapse in professionalism by a BCM employee, which may result in 
corrective or disciplinary action. 
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1. Directory Information. Directory Information is maintained on each student and may be 
released on request at the discretion of College officials (see 34 CFR § 99.37) unless the 
student has opted out. 

2. BCM Officials with a Legitimate Educational Interest. Intra-institutional disclosures may 
be made to other school officials within BCM whom the College has determined to have 
legitimate educational interests. A contractor, consultant, volunteer, or other party to 
whom BCM has outsourced institutional services or functions may be considered a 
school official under certain circumstances (see 34 CFR § 99.31(a)(1)(B)). 

3. Other Institutions. BCM may release Education Records to officials of other educational 
institutions for purposes related to the student’s enrollment or transfer. This includes 
disclosures related to joint programs or activities and institutions participating in distance 
education classes.  

4. Audit or Evaluation of Federal or State Education Programs. The Baylor College of 
Medicine Board of Trustees, authorized representatives of the Comptroller General of the 
United States, the Attorney General of the United States, the Secretary of Education, and 
State and local educational authorities who are authorized by law to audit and evaluate a 
Federal or State supported education program, or to enforce Federal law which relates to 
such education programs, or their authorized representatives may access an Education 
Record as required for the audit, evaluation, compliance, or enforcement purpose. 

5. Financial Aid. BCM may release Education Records to persons or organizations in 
connection with a student’s application for, or receipt of, financial aid to the extent 
necessary for such purposes as determining eligibility, amount, conditions, and 
enforcement of terms or conditions of such financial aid. 

6. State and Local Officials Pursuant to Statutes Concerning Juvenile Justice. BCM may 
release Education Records to state and local officials to whom this information is 
specifically allowed to be reported or disclosed pursuant to State law if the allowed 
reporting or disclosure concerns the juvenile justice system and the system’s ability to 
effectively serve the student whose records are released, and if pursuant to State statute 
adopted after November 19, 1974, the officials and authorities to whom the records are 
disclosed certify in writing that the information will not be disclosed to any other party, 
except as provided under State law, without the prior written consent of the student. 

7. Organizations Conducting Studies. Organizations conducting studies for, or on behalf of, 
BCM for the purpose of developing, validating, or administering predictive tests, 
administering student aid programs, and improving instruction, may access Education 
Records for such studies provided that the study is conducted in a manner which will not 
permit the personal identification of students and/or their parents by individuals other than 
representatives of the organization with legitimate interests; the information will be 
destroyed when no longer needed for the purposes that the study was conducted; and 
BCM enters in to a written agreement with the organization that complies with the 
requirements set forth in 34 CFR § 99.31(a)(6)(iii). The term “organization” as used in this 
paragraph includes, but is not limited to, Federal, State, and local agencies, and 
independent organizations. 

8. Accrediting Organizations. Accrediting organizations may access Education Records in 
order to carry out their accrediting functions. 

9. Designated Parents of a Tax Dependent. A parent of a student who is a dependent for 
federal tax purposes, as defined by Section 152 of the Internal Revenue Code of 1986, if 
the student has indicated in writing to BCM that his or her parents may access the 
student’s Education Records in accordance with the designation. If a tax dependent 
student’s parents are divorced, both parents may have access to the student’s Education 
Records, so long as at least one parent is designated by the student and BCM has not 
been provided with evidence that there is a court order, State statute, or legally binding 
document that specifically revokes these rights. 

10. Judicial Order or Subpoena. A student’s Education Records may be released in response 
to a judicial order or lawfully issued subpoena. However, BCM must make reasonable 
efforts to notify the Student of an order or subpoena before complying with it, so that the 
Student may seek protective action, except that BCM will not notify a student of a 
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subpoena if it is from a Federal grand jury or is issued for law enforcement purposes, and 
the subpoena or order provides that BCM may not disclose the existence or contents of 
the subpoena or any information furnished in response to the subpoena. See 34 CFR § 
99.31(a)(9)(ii). In addition, Education Records may be disclosed to the U.S. Attorney 
General or his or her designee in response to an ex parte order concerning an authorized 
investigation or prosecution of domestic or international terrorism, without prior notice to 
the student. See the Government Investigation Response Policy (21.1.08) for more 
information about the process for responding to governmental requests. 

11. Health and Safety. BCM may disclose personally identifiable information from Education 
Records to appropriate parties, including a student’s parents, in connection with an 
emergency if BCM determines that knowledge of the information is necessary to protect 
the health or safety of the student or others. 

12. Disciplinary Hearing Results. 
a. Disclosure to Victims. BCM may disclose to an alleged victim of any crime of 

violence (as that term is defined in Chapter 1, Section 16 of Title 18, United 
States Code), or a non-forcible sex offense, the final results of any disciplinary 
proceeding conducted by BCM against the alleged perpetrator with respect to 
such crime or offense, regardless of whether the alleged perpetrator was found 
responsible for violating BCM’s rules or policies. 

b. Disclosure to Third-Parties. BCM may disclose the final results of any disciplinary 
proceeding against a student who allegedly engaged in any crime of violence or 
non-forcible sex offense (as those terms are defined in 34 CFR § 99.39), if the 
student is found responsible for violating BCM’s rules or policies with respect to 
such crime or offense. Such disclosure shall include only the name of the 
student, the violation committed, and any sanction imposed by BCM on that 
student. Such disclosure may include the name of any other student, such as a 
victim or witness, only with the written consent of that other student. 

c. Alcohol and Drug Violations. BCM may disclose to a student’s parent or legal 
guardian information regarding the student’s violation of any Federal, State, or 
local law, or of any rule or policy of BCM, governing the use or possession of 
alcohol or a controlled substance, regardless of whether that information is 
contained in the student’s Education Records, if the student is under the age of 
21 at the time of disclosure to the parent and BCM determines that the student is 
responsible for a disciplinary violation with respect to such use or possession. 

13. Defense of Litigation or Complaints against BCM. If a student initiates legal action against 
BCM, BCM may disclose to the court, without a court order or subpoena, the student’s 
Education Records that are relevant for BCM to defend itself. 
 

V. Responsibilities 
A. All BCM employees who generate or handle Academic, Non-Academic and Student Health 

Records must protect these Education Records in accordance with FERPA, and their associated 
schools and department are responsible for overseeing compliance with this policy’s restrictions 
on release and use of information.  

B. All BCM employees who generate or handle student financial information, and/or serve as 
custodians of education records that contain financial information (e.g., social security numbers, 
credit card numbers, financial account information,) governed by the Gramm-Leach-Bliley Act 
(GLBA), also known as the Financial Services Modernization Act of 1999 (15 U.S.C. §§ 6801-
6809), are subject to mandatory and routine training on GLBA compliance, and must handle, 
store, and destroy student financial records in accordance with GLBA and/or Family Educational 
Rights and Privacy Act (FERPA) requirements, as applicable.   

C. Breaches in security related to electronic data are handled in accordance with College policies 
and procedures, which may require a collaborative institutional response from personnel from 
Information Technology, Information Security and Compliance, and the Office of the General 
Counsel.  

https://intranet.bcm.edu/policies/index.cfm?fuseaction=Policies.Display_Policy&Policy_Number=21.1.08
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D. The Office of the Registrar is responsible for routine review and update of this policy; authoring 
and sending the Annual FERPA notice to students; retrieving permanent Academic Records; 
assigning mandatory FERPA training to education staff through AMP. The Office of the Registrar 
relies on the assistance of Human Resources and school administrators to identify new education 
hires and existing employees (who may have changed positions) who should complete FERPA 
training.  

 

VI. Procedures for Implementation and Review  
A. Annual FERPA Notice. The Office of the Registrar will ensure transmission of the Annual 

FERPA Notice at least once per academic year. 
1. The notice will include a statement of student rights as well as a definition of “any school 

official” and of “legitimate educational interest.”  
2. This email notice is sent to students along with the non-disclosure of directory information 

form as an attachment. 
B. Retrieval of Permanent Academic Records. A student may examine a copy of his/her records 

by completing a written request.  
1. The Office of the Registrar at BCM will make the records available within 45 days after 

the day BCM receives a request for access.   
2. The records shall be examined in the office in which they are kept (except as provided in 

Section VI.B.4 below), under the observation of trained Office of the Registrar 
administrative personnel, and shall not be altered, destroyed, or carried away from the 
office by the student.  

3. Material which relates to more than one individual shall not be made available for direct 
review, but the student shall be told the information contained in such records which 
relates to the student.  

4. Former students have the same access to their records as those currently enrolled. 
Current and former students that live outside of commuting distance to the College may 
access their records by scheduling a virtual meeting (e.g., Zoom, Microsoft Teams) with 
the Office of the Registrar for this purpose. If the student lacks access to high-speed 
internet or confirms other special circumstances exist, the Registrar shall have discretion 
to effectuate access to these records in a manner consistent with FERPA and other 
institutional requirements pertaining to the physical security of Academic Records.  

C. Retrieval of Non-Academic Records. A student may examine a copy of his/her records by 
completing a written request to the Custodian.  

1. The Custodian at BCM will make the records available within a reasonable time, but no 
more than 45 days after the day BCM receives a request for access, unless another 
College policy applicable to the Record’s content specifies a shorter time period for 
response or an alternative mechanism for review (e.g., provide student with a copy of the 
Record).   

2. The records shall be examined in the office in which they are kept, under the observation 
of trained administrative personnel, and shall not be altered, destroyed, or carried away 
from the office by the student. Except as allowed by law, recording, copying, digital 
imaging (e.g., photo), or other activity that would otherwise capture information in Non-
Academic Records is prohibited during student inspection and review. Students should 
be advised that use of cellphones or other personal mobile devices while viewing the 
Record is strongly discouraged.  

3. Material which relates to more than one individual shall not be made available for direct 
review, but the student shall be told the information contained in such records which 
relates to the student. Alternatively, if appropriate, the student may be permitted to view a 
version of the Record that contains redactions, aliases, or utilizes other conventions 
sufficient to protect the privacy of other individuals whose PII is contained in the record 
yet allows the student to challenge the accuracy of the substance of the Record.  

4. Former students have the same access to their records as those currently enrolled. The 
availability of Non-Academic Records is determined according to the retention period 
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specified in the Record Retention Schedule, in accordance with all applicable laws, 
regulations, and standards. Students are not entitled to inspect Non-Academic Records 
that have been appropriately destroyed in the ordinary course of business.  

D. Schedule for Policy Review. This policy will be reviewed at least every 5 years, but may be 
updated as necessary to comply with applicable laws, regulations, and standards.  

 

VII. Stakeholder Compliance 
A. All BCM employees who have a designated role in education (as reflected in SAP) are required to 

complete an online training module on FERPA. 
B. Release of information in violation of this policy is a lapse in professionalism by a BCM employee, 

which may result in corrective or disciplinary action.  
C. Student non-compliance with procedures for examination of Academic or Non-Academic Records 

is a lapse in professionalism which may result in corrective or disciplinary action. 
 

VIII. Tools 
• Frequently Asked Questions: Student Education Records; 
• FERPA Compliance Checklist: Guidance for Faculty and Staff; 
• Student request form: Request to Inspect and Review Educational Records;  
• Registrar’s Website; 

 

IX. Related Policies 
• 08.4.05 – Record Retention Policy; 
• 13.5.01 – Access to One Baylor Plaza; 
• 21.1.08 – Government Investigation Response Policy; 
• 23.2.01 – Professional and Respectful Learning Environment Policy;  
• 23.1.01 – Admissions Records Policy; 
• 23.1.08 – Student Appeals & Grievances Policy;  
• Compliance & HIPAA Policies: See all; 
• Handbook- SOM; Handbook- SHP and DNP Program; Handbook- GSBS, Handbook- NSTM; 

 

X. Applicable Laws, Regulations & Standards 
A. Laws & Regulations. 

• AACRAO Retention, Disposal, and Archive of Student Records Handbook (2013);  
• 20 U.S.C. § 1232g;  
• 34 C.F.R. § 99;  
• U.S. Department of Education: FERPA Guidance;  

B. Institution & School Accreditation Requirements. 
• Accreditation Council of Graduate Medical Education (ACGME) Common Program 

Requirements;  
• Liaison Committee on Medical Education (LCME) Standards: Functions and Structure of 

a Medical School (see Standards 11.5, 11.6); 
• Southern Association of Colleges and Schools Commission on Colleges (SACSCOC) 

Accreditation Standards (see C.S. 12.2); 
C. Program Accreditation Requirements. 

• Accreditation Council for Continuing Medical Education (ACCME);  
• Accreditation Council for Genetic Counseling (ACGC);  
• Accreditation Review Commission on Education for the Physician Assistant, Inc. (ARC-

PA);  

https://intranet.bcm.edu/policies/StudentEducationRecordsFAQs-August-2021-TOC-included.pdf
https://mediasrc.bcm.edu/documents/2014/9c/request-to-inspect-and-review-educational-records-10-2014.pdf
https://www.bcm.edu/education/registrar
https://intranet.bcm.edu/index.cfm?fuseaction=Policies.Display_Policy&Policy_Number=08.4.05
https://intranet.bcm.edu/index.cfm?fuseaction=Policies.Display_Policy&Policy_Number=13.5.01
https://intranet.bcm.edu/policies/index.cfm?fuseaction=Policies.Display_Policy&Policy_Number=21.1.08
https://intranet.bcm.edu/index.cfm?fuseaction=Policies.Display_Policy&Policy_Number=23.2.01
https://intranet.bcm.edu/index.cfm?fuseaction=Policies.Display_Policy&Policy_Number=23.1.01
https://intranet.bcm.edu/index.cfm?fuseaction=Policies.Display_Policy&Policy_Number=23.1.08
https://intranet.bcm.edu/index.cfm?fuseaction=Policies.Policies&area=31
https://www.bcm.edu/education/school-of-medicine/m-d-program/student-handbook
https://www.bcm.edu/education/school-of-health-professions/students-resources/student-handbook
https://media.bcm.edu/documents/2019/01/dnp-student-manual-2019-0624.pdf
https://cdn.bcm.edu/sites/default/files/2021-07/graduate-school-of-biomedical-sciences-policy-handbook-2021.pdf
https://www.bcm.edu/education/schools/national-school-of-tropical-medicine/education
http://uscode.house.gov/view.xhtml?req=granuleid:USC-prelim-title20-section1232g&num=0&edition=prelim
https://www.ecfr.gov/cgi-bin/text-idx?SID=6cf6a13718d882722093bb967c9cf6a0&tpl=/ecfrbrowse/Title34/34cfr99_main_02.tpl
https://studentprivacy.ed.gov/resources
https://www.acgme.org/What-We-Do/Accreditation/Common-Program-Requirements
https://www.acgme.org/What-We-Do/Accreditation/Common-Program-Requirements
http://lcme.org/publications/
http://lcme.org/publications/
http://www.sacscoc.org/principles.asp
http://www.sacscoc.org/principles.asp
http://www.accme.org/maintaining-your-accreditation
http://www.gceducation.org/Pages/default.aspx
http://www.arc-pa.org/
http://www.arc-pa.org/
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• American Society of Tropical Medicine and Hygiene (ASTMH);  
• Council on Accreditation (COA) of Nurse Anesthesia Educational Programs;  
• Commission on Accreditation of Allied Health Programs (CAAHEP);  
• National Commission on Prosthetic and Orthotic Education (NCOPE);  

 

https://www.bcm.edu/education/schools/national-school-of-tropical-medicine/education/diploma-tropical-medicine
http://home.coa.us.com/Pages/default.aspx
http://www.caahep.org/
http://www.ncope.org/
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